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The below checklist of issues to consider when selecting an outsourced service provider (OSP) offers a comprehensive due diligence on the evaluation of an OSP.
	CHECKLIST OF ISSUES TO CONSIDER WHEN SELECTING AN OSP

	Background 
	Response
	Documentation

	Political culture and level of government support, including political stability
	
	

	Geography and location of OSP, including climatic influences
	
	

	Community culture
	
	

	Consider infrastructure in the location, including telecommunication capacity i.e. internet speeds
	
	

	Cost and labour arbitrage including inflation and exchange rates
	
	

	Market forces and pressures on OSP from competitors
	
	

	Tax regime in OSP country
	
	

	Consider time zones in the location
	
	

	Ability to communicate in an appropriate language
	
	

	Availability of alternate suppliers for the service to be outsourced
	
	

	About the OSP 
	Response
	Documentation

	Company culture
	
	

	Who owns the OSP? Is it an independent entity or part of a larger group?
	
	

	Who will be the OSP contracting entity if there is more than one entity in the group?
	
	

	Experience in BPO services being offered – is the work you want to outsource an area they are expert in?
	
	

	Reliability and flexibility of the OSP
	
	

	Size of the OSP, including financial strength
	
	

	Is the OSP a member of a professional accounting body?
	
	

	Does the OSP hold an appropriate certification of public practice with a professional accounting body?
	
	

	Is the OSP registered to undertake tax work in your jurisdiction?
	
	

	Is the OSP a recognised accounting body under IFAC?
	
	

	Does the OSP have contingency and business continuity plans?
	
	

	Does the OSP comply with jurisdictional quality control standards?
	
	

	Confirm if the OSP has professional indemnity insurance and covering which locations / jurisdictions
	
	

	Employment conditions
	
	

	Potential for change in ownership
	
	

	Quality of work output
	
	

	Depth of management
	
	

	Has the OSP documented its operating policies and procedures? Including disaster recovery and business continuity plans.
	
	

	What business models are available from the OSP?
	
	

	Confirm the business hours of the OSP
	
	

	About the staff 
	Response
	Documentation

	Where are the staff based? Where is the work actually done?
	
	

	Are the staff sufficiently supervised?
	
	

	Are there sufficient staff with the necessary professional competencies and skills?
	
	

	What professional qualifications do the staff hold?
	
	

	How many staff are working in the OSP?
	
	

	Consider the resourcing capacity of the OSP and its plans for growth
	
	

	Consider staff turnover levels
	
	

	How are staff trained in the services to be provided?
	
	

	How are staff kept up-to-date with applicable accounting regulations, standards and tax legislation?
	
	

	About the work 
	Response
	Documentation

	How does the process work?
	
	

	Does the OSP give a trial?
	
	

	Are there fixed fees?
	
	

	Are there fixed levels of work?
	
	

	What are the prices?
	
	

	What is the capacity of the OSP? Can it provide work on an ongoing basis?
	
	

	What are the turnaround times on the work sent?
	
	

	What job functions are you going to outsource? e.g. data entry, bookkeeping, tax, financial planning etc.
	
	

	Are there any activities which are inappropriate to be outsourced?
	
	

	Ensure you have specific job description and well documented workflows for all job functions to be outsourced, identifying each area of responsibility
	
	

	Consider the methods of communication and document responsibilities for building and maintaining communication platforms e.g. VOIP phone, software tools, database management tools, workflow management tools, screen sharing tools etc.
	
	

	Consider quality control issues e.g. supervision and control of work, review of work, error correction etc.
	
	

	Security – physical security
	Response
	Documentation

	Does the OSP share their office with any other firm?
	
	

	Does the OSP perform any other work apart from accounting?
	
	

	Are USB’s disabled or restricted?
	
	

	Is there restricted access to the office? e.g. fingerprint scanning
	
	

	Are there security cameras in the office?
	
	

	Security – logical IT security
	Response
	Documentation

	Where will the data be stored?
	
	

	If cloud technology is deployed, what are the security procedures implemented by the OSP?
	
	

	Does the OSP’s accountants have full control of confidential data at all points in time?
	
	

	Does the OSP have external IT support or any other external service providers who can access data?
	
	

	Security – legal security
	Response
	Documentation

	Is the OSP legally required to comply with any legislation?
	
	

	Implementation issues
	Response
	Documentation

	Are specific job descriptions and well documented workflows in place for all job functions to be outsourced?
	
	

	Determine if the work is to be onshored or offshored
	
	

	Determine if the business model is task-based or resource-based
	
	

	Are staff working out of serviced offices or other locations (e.g. home)?
	
	

	Have you considered incorporating your own entity in an offshore jurisdiction?
	
	

	Have you considered the software to be used? Including online management tools and workflow management tools.
	
	

	Legal issues
	Response
	Documentation

	Consider client disclosure requirements e.g. engagement letters
	
	

	Consider tax disclosure requirements (e.g. tax file number)
	
	

	Consider insurance disclosure requirements
	
	

	Consider privacy legislation
	
	

	Consider the legislation, standards and requirements of government bodies, regulators and professional bodies
	
	

	Consider client confidentiality
	
	

	Digital footprint of the OSP
	Response
	Documentation

	Search online about the OSP, its principal and executive officers
	
	

	Look at social media deployed by the OSP
	
	

	Determine if the OSP is listed with your company regulator
	
	

	Check the quality of the OSP website – its articles, blogs and testimonials
	
	

	Check where the website is hosted and when it was created
	
	

	Check other services the OSP provides by searching online
	
	

	Check whether the OSP uses professional email addresses
	
	

	Use a mapping product to check the office locations
	
	

	Determine if you can find any photos / videos of the office or staff
	
	

	Miscellaneous
	Response
	Documentation

	Determine if a visit to the OSP is required to obtain direct information
	
	


Copyright © CPA Australia Ltd (“CPA Australia”) (ABN 64 008 392 452), 2016. All rights reserved. CPA Australia and the author have used reasonable care and skill in compiling the content of these materials. However, CPA Australia makes no warranty as to the accuracy or completeness of any information contained therein nor does CPA Australia accept responsibility for any acts or omissions in reliance upon these materials. These materials are intended to be a guide only and no part is intended to be advice, whether legal or professional. All persons are advised to seek professional advice to keep abreast of any legal or other reforms and developments.
October 2016
ISSUES TO CONSIDER WHEN SELECTING AN OSP


CHECKLIST








Page 2
Page 2

